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**COMPUTADORES - CARTILHA DE SEGURANÇA PARA INTERNET**

No documento foram citadas medidas preventivas para preservar seu computador, dentre elas, ter um sistema operacional e softwares originais, assim evitando os Malwares de ter acesso a sua maquina. Também é recomendado ativar as atualizações automáticas, assim seu pc sempre terá os softwares em dia e não terá problemas com incompatibilidade, além de claro, ter um bom antivírus como o Windows defender, que é o padrão já vindo com o sistema operacional.

Use apenas a lojas oficiais do sistema ou do fabricante do computador, evite ao máximo baixar softwares de sites suspeitos, pois você pode se dar mal com questão de vírus, quanto mais aplicativos instalados, maior a chance de que vulnerabilidades sejam descobertas e exploradas por atacantes e malware. Deixar instalados apenas aplicativos que realmente usa facilita a atualização e reduz as chances de ser comprometido. Mantenha sempre o acesso de seu computador restrito a você, ou seja, use senhas para dificultar a entrada de terceiros a sua máquina, além de claro se o computador tiver mais de um usuário cada um manter seu perfil de login,

Os dados do seu computador podem ser perdidos por falhas de hardware ou de sistema, perda ou furto do equipamento, ou ação de malware, como ransomware. ter cópias permite recuperá-los, reduzindo os transtornos. Caso for vender a máquina não se esqueça de apagar tudo que tem dentro dele, você não quer que um estranho descubra coisas pessoais sobre ti. E C omputadores são visados por ladrões, tanto pelo valor do equipamento como pelas informações que contêm. Por isso, é importante não deixá-los sozinhos em locais públicos. E mais importante, sempre mantenha um backup atualizado de tudo que tem nele, você não sabe quando irá precisar do mesmo.